贵州民族大学预科教育学院

学生防范电信网络诈骗责任书

为确保所有学生反诈骗知识人人知、识骗技巧人人懂，真正构建防范电信网络诈骗的有效防火墙，从源头上预防和杜绝电信网络诈骗案件在我校发生，特制定本防范电信网络诈骗责任书。

一、主动熟悉张贴在学院或部门显要位置以及食堂、学生宿舍等地的反诈骗宣传海报内容，认真学习每天推送的反诈骗文章及被骗案例，全面掌握不法分子实施电信网络诈骗犯罪的手段和伎俩。

二、不存有“贪图便宜”、“一夜暴富”、“天上掉馅饼”的心理。注意保护个人资料信息，不可随意注册、填写自己的身份、手机号码、银行卡号等私人信息。

三、关注**国家反诈中心**官方政务号，官方政务号关注方式为：在人民日报客户端、微信视频号、新浪微博、抖音（ID：gjfzzx96110）、快手（ID：gjfzzx96110）等平台搜索“国家反诈中心”，点击关注。在做好自身防范的同时，将掌握的反诈知识传递给分享自己的同事（同学）、家人、亲属、朋友等，提高他们的防骗警惕性,力争身边人不被骗。

四、承诺安装“国家反诈中心App”，安装方式：第一步通过手机应用商城搜索“国家反诈中心App”并下载；第二步注册登记，选择您的常住地区，以便接受对应地区的反诈知识和服务；第三步填写身份信息，选择左下角“我的”图标，完善个人信息；第四步打开“诈骗预警”功能，其他详细使用功能将以视频短片的形式推送到各学院、各部门。

五、留意身边有异常的同事、同学，及时进行疏导劝解，避免被骗。发现电信网络诈骗违法犯罪行为及时向公安机关报警。

六、特别注意**：**某宝、某东、某多、快递等各类平台客服主动联系退钱，以任何形式要你提供身份信息、银行卡信息，以任何理由要你先交钱的一定是诈骗；网上刷单点点视频或链接就可以收钱进账的一定是诈骗；说自己是公、检、法、纪委监委、司法部门，要对你涉嫌犯罪或违纪进行电话取证、网上取证、要去向专门设立的保护账户或安全账户转钱的一定是诈骗；就业单位要你先交钱后上班的一定是诈骗；说自己有特殊渠道、内部消息、专业大拿从事股票、基金、私募投资、外汇投资、虚拟货币投资等各类投资，对你暗示稳赚不赔的一定是诈骗，前期为了取得你的信任给你一点投资收益（俗称**“**养猪**”**），后期一定给你画各种大饼诱惑你加大投资，狠宰你一笔（俗称**“**杀猪**”**）；亲人、领导、同学、战友、同事、朋友等以QQ、微信、邮件等方式以病重、投资、事故急用钱等各种理由要求你汇款的，一定要多方、多渠道求证，反复确认后再决定。遇事如有疑问，不知如何决断，可向班主任、辅导员、部门领导、保卫处求助、咨询。

七、发现上当受骗后迅速保存涉案证据，并及时报案。

**本责任书自签字之日起生效，责任书一式两份，双方各留存一份。**

学院（部门）党政主要负责人签字：

学院或部门（公章）： 2022年11月10日

年级、班级：

班主任：

责任人（学生签名）：

 2022年11月10日